
Privacy Policy

Immune utilizes state-of-the-art security and end-to-end encryption to provide 

private messaging and Internet calling services to users worldwide (“Services”). 

Your calls and messages are always encrypted, so they can never be shared or 

viewed by anyone but yourself and the intended recipients.

1. Information you provide

Account Information. You register a phone number when you create a Immune 

account. Phone numbers are used to provide our Services to you and other 

Immune users. By specifying your phone number and entering a verification code,

you agree with the processing of your personal data in accordance with this 

Privacy Policy. Providing a phone number is a mandatory condition for gaining 

access to our Services in accordance with the Terms and Conditions of Use. You 

may optionally add other information to your account, such as a profile name and

profile picture. This information is end-to-end encrypted.

Your personal data will be processed by us until your account is deleted.

Messages. Immune cannot decrypt or otherwise access the content of your 

messages or calls. Immune queues end-to-end encrypted messages on Google’s 

and Apple’s servers for delivery to devices that are temporarily offline (e.g. a 

phone whose battery has died). Your message history is stored on your own 

devices.

Additional technical information is stored on our servers, including randomly 

generated authentication tokens, keys, push tokens, and other material that is 

necessary to establish calls and transmit messages. Immune limits this additional 

technical information to the minimum required to operate the Services.

Contacts. Immune can optionally discover which contacts in your address book 

are Immune users, using a service designed to protect the privacy of your 

contacts. Information from the contacts on your device may be cryptographically 

hashed and transmitted to the server in order to determine which of your 

contacts are registered.



User Support. If you contact Immune User Support, any personal data you may 

share with us is kept only for the purposes of researching the issue and contacting

you about your case.

Managing your information. You can manage your personal information in 

Immune’s application Settings. For example, you can update your profile 

information, submit an objection to the processing of your personal data or 

remove them.

2. Information we may share

Third Parties. We work with third parties to provide some of our Services. For 

example, our Third-Party Providers send a verification code to your phone 

number when you register for our Services. These providers are bound by their 

Privacy Policies to safeguard that information. If you use other Third-Party 

Services like YouTube, Spotify, Giphy, etc. in connection with our Services, their 

Terms and Privacy Policies govern your use of those services.

Other instances where Immune may need to share your data

 To meet any applicable law, regulation, legal process or enforceable 

governmental request.

 To enforce applicable Terms, including investigation of potential 

violations.

 To detect, prevent, or otherwise address fraud, security, or technical 

issues.

 To protect against harm to the rights, property, or safety of Immune, 

our users, or the public as required or permitted by law.

3. Updates

We will update this privacy policy as needed so that it is current, accurate, and as 

clear as possible. Your continued use of our Services confirms your acceptance of 

our updated Privacy Policy.



4. Terms

Please also read our Terms and Conditions of Use which also governs the terms of

this Privacy Policy.

5. Contact Us

If you have any questions or objections about our Privacy Policy please contact us 

at info@immune.im. Attn: IMM MONEY MESSENGER LIMITED, The Black Church, 

St. Mary's Place, Dublin 7, D07 P4ax. We will do our best to solve your problem.

If you believe that this Privacy Policy violates your rights, you can send a 

complaint to the supervisory authority.
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